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The world is changing, and cyber-attacks are an obvious example. The industrial world is not
spared. 80% of companies have suffered at least one cyber-attack in 2018. Industries can be
targets of choice or random, it is now essential to change the control system architectures
designed before cyber-attacks era. Whatever the size of your company, we will support you in this

process.

Our assets

@ With our historical experience in control-command and recognized
expertise in industrial IT, we combine the knowledge, constraints
and imperatives of these two core businesses to make the IT-OT

% alliance a real asset for the safety of your plant, from awareness and

audit to implementation and industrial IT outsourcing..
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DELIVERABLES

Analyse the risks and study your needs
Audit your organisation, your architecture, intrusion

Make your staff aware of good practices

>
>
>
> Implement solutions on existing or new projects
> React to crisis management

>

Maintain your installations in safe conditions remotely or on site
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https://gimelec.fr/en/clubs/cyber-ot/

